**ПАМЯТКА ДЛЯ РОДИТЕЛЕЙ (ЗАКОННЫХ ПРЕДСТАВИТЕЛЕЙ) О БЕЗОПАСНОСТИ ДЕТЕЙ В ИНТЕРНЕТЕ:**

• Установите на компьютер специальные антивирусные программы и настройки безопасности, которые помогут блокировать негативный контент.

• Доверительные отношения с ребенком позволят вам быть в курсе, с какой информацией он сталкивается в Сети.

• Объясните детям, что необходимо проверять информацию, полученную в Интернете, а при общении с другими пользователями быть дружелюбными.

• Убедитесь, что ребенок не имеет доступа к «группам смерти», суицид-сайтам, сайтам-форумам потенциальных самоубийц; сайтам, пропагандирующих экстремизм, насилие, наркотики, алкоголь и др., которые могут непоправимо навредить ребенку.

• Научите детей правильно реагировать на обидные слова или действия в Интернете: не стоит общаться с агрессивно настроенными пользователями. Убедитесь, что оскорбления из Сети не перешли в реальную жизнь ребенка.

• Расскажите ребенку об опасности встречи с незнакомыми людьми, с которыми он может познакомиться в Интернете: на встречу в реальной жизни обязательно нужно взять с собой взрослых.

• Никогда не открывайте вложения, присланные с подозрительных и неизвестных вам адресов - научите этому ребенка!

• Объясните ребенку, что нельзя разглашать в Интернете информацию личного характера: имя, адрес, телефон и т.п.

• Проинформируйте ребенка о самых распространенных методах мошенничества в сети.

• Убедитесь в безопасности сайта, на котором вы или ваш ребенок планируете совершить покупку. Не оставляйте в свободном доступе для ребенка банковские карты и платежные данные для самостоятельного совершения покупок.

• Используйте на своем компьютере только лицензионные программы и данные, полученные из надежных источников.

• При обнаружении сайта, размещающего запрещенную информацию, сообщите о нём на сайте Роскомнадзора <https://eais.rkn.gov.ru/>

